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OCHOBHI AKTUBHU TA TUIIOBI 3AI'PO3U KIBEP3AXUCTY
HAYKOBHUX YCTAHOB TA 3AKJIAIB OCBITH

Anomayis: Y cmammi pozenanymo Kuouosi acnekmu Kibepbesneku 6
HAYK0BO-0CBIMHIU cepi, wo € 00'ckmom iHmMeHCUBHo20 00pobdIeHHs,
30epicanHs ma nepeoasaHHss 3HAYHUX 00cs2ie iHpopmayii. Buznaueno
OCHOBHI YUGhposi akmueu, ujo nNompeoyioms 3axXucniy, 30Kpema pe3yiomamu
00CiOJCeHb, NEePCOHANbHI OaHi, OCBIMHI naamgopmu ma 6HYMpPIuHi
ingpopmayitini cucmemu. Ilpoananizosano munosi Kibepzacposu, maki siK
Kpaoixncka 0aHux, Kibepunu2yncmaeo, cabomasic 0ocuioxcenv, DDoS-amaxu
Ha oceimui naameopmu ma Oe3ingopmayitivi kamnauii. Y cmammi
HA20NI0ULYEMBCS HA YHIKAIbHOMY GUKIUKY O YUX YCIMAHO8: He0OXIOHOCmI
30anancysamu GIOKpUmMicmo O HAYKOBOI KOMYHIKAyii 3 nompeborw 6
KOH@IOeHyiliHOCmi ma KOHMPOJi 00CMyny.

Knrouoei cnosa: kibepzaxucm, Hayko8i ma OC8IMHI YCMAHOSU,
Kibep3azpo3u, yu@posi akmueu, iHmenrekmyaibHa 61ACHICMb.

CYBERSECURITY OF SCIENTIFIC AND EDUCATIONAL
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Abstract: The article examines the key aspects of cybersecurity in the
scientific and educational sector, which involves the intensive processing,
storage, and transmission of valuable information. It identifies the main
digital assets requiring protection, including research results, personal data,
educational platforms, and internal information systems. Typical cyber
threats are analyzed, such as data theft, cyber-espionage, research sabotage,
DDoS attacks on educational platforms, and disinformation campaigns. The
article emphasizes the unique challenge for these institutions. the need to
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balance openness for scientific communication with the need for
confidentiality and access control.

Keywords: cybersecurity, scientific and educational institutions,
cyber threats, digital assets, intellectual property.

HaykoBi ycTaHOBHM Ta 3aKJiaJd OCBITH € HE JIMIIE OCEPEIKOM, Jie
OCHOBHHUM BHJIOM JMISZTILHOCTI € HayKoBa Ta OCBITHSA [ISUIBHICTH, a
CEpEe/IOBUIIEM 1HTEHCHUBHOTO OIpAIlOBAHHS, 30€piraHHs Ta MepeJaBaHHS
3HAYHUX OOCATIB JaHUX, IO MAalOTh CTpareriyHy, «¢(iHaHCOBY abo
IHTENEeKTyalIbHy IIHHICTh. 3 OIJIAAYy Ha BKa3aHe BHINE, iX Kibep3axuct
notpedye 0COOIUBOrO MIiAXOMYy 3 ypaxyBaHHSAM crerudiku nudpoBHX
aKTUBIB, BIAKPUTOCTI aKaJIeMIYHOTO CEpEJOBHIIA Ta MOCTIMHOI B3aeMoIii 3
30BHIIIHIMHY IUIaT(hopMamu.

Jlo ximouoBUX HU(POBUX aKTHBIB HAYKOBUX YCTAaHOB Ta 3aKJIalB
OCBITH, fK1 MIJJISITAIOTh 3aXUCTY, HAJIEXKAaTh:

pe3yJbTaTh JOCHI/PKeHb 1 HAyKOB1 JaHi, BKJIIOYaOud 0asu
CKCTIICPUMEHTAIbHUX  JIaHWX, HAyKOBl  MyOjikarii, I1HIN  BUIU
IHTEJIEKTyaJIbHOI BIIACHOCTI, MaTeHTHA 1H(pOpMaIlis;

MEPCOHAJIbHI J]JaH1 HAYKOBUX CIIBPOOITHUKIB, CTY/ICHTIB, BUKJIa/1a4iB,
JIOCITITHUKIB, BKJIIOYHO 3 1H(OpMAIlI€I0 MpO OCBITY, MICIIe MPOKUBAHHS,
IUIATDKHI PEKBI3UTH Ta 1H.;

OCBITHI MIaTGOpMu Ta OHJIAWH CHUCTEMH YIIPaBIIHHS HABYAHHIM
(LMS), 30kpema Moodle, Google Classroom, Zoom, Microsoft Teams;

KOpPIOpaTHMBHA TOIITA, JOKYMEHTOOOIT Ta BHYTpIilIHI 1H(OpMaIliiiHi
CHCTEMU;

BeOMepex1 JJis CHIBIpaLll Ta OOMIHY 3 MIXKHAPOAHUMU apTHEPAMHU.

VYHIKaTbHOIO  OCOOJUBICTIO HAYyKOBO-OCBITHBOTO  IMPOCTOPY €
MOCTIiiHE OaJlaHCyBaHHS MDXK BIJKPHUTICTIO JJIsi HAYKOBOI KOMYHIKallii Ta
noTpeOor0 B KOHPIAEHIIIMHOCTI Ta KOHTPOJI1 JOCTYIY.

VY cydacHMX yMOBax HaWOUIbII MOMIMPEHUMH KiOep3arpo3amu s
3aKJ1a/liB OCBITH Ta HAYKOBHUX YCTaHOB €:

Kpaoidicka abo eumik 0aHux — aTaku 3 METOI0 BUKPAJIEHHS HAYKOBHX
pe3yabTaTiB, MEPCOHATBHUX JaHUX a00 KOoH(iAeHIIHHOI 1HbOopMaIlii, 10
4acTo TOB’si3aHl 3 (piIMHTOM, 3apakeHHsM mKipmBuM 113 abo
KOMITIPOMETAITIEI0 O0JIKOBHX 3aITUCIB;

Kibepwinueyncmeo — IJIECHpPSIMOBaHEe MPOHUKHEHHS Y Mepexi
HAYKOBHX YCTaHOB 3311 OTPUMAHHS 1HTEJIEKTYaIbHOI BIACHOCTI, JOCTYIY
0 TEXHOJOrIYHUX po3po0OK, y TOMY uYHCIl B OOOpOHHIA abo
010TeXHOJIOT14HIN cepax;

3pus abo cabomasic 00CNiOIKHCeHb — BHECEHHS 3MIH y HayKOBI JIaHi,
BUJaJieHHsT a0o mudpyBaHHS apxiBiB (HANpUKIaA, 3 BUKOPUCTAHHSIM
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ransomware), [0 NPU3BOIUTH 1O BTPATH pe3yJbTaTiB OaraTopiuHuX
JTIOCJIIIKEHD;
amaxu Ha ocsimui naameopmu ma IT-ingppacmpyxmypy — DDoS-
ataku (Distributed Denial of Service), macoBi 300i B poOoTi cucTem
JTUCTAHI[IHHOTO HABYAHHS, HECAHKI[IOHOBAaHE BTPyYaHHI B poOOTYy
CJICKTPOHHOTO XypHaITy, 0a3u TUcepTalliii, IMIIOMIB, cepTHU(DIKATIB Ta 1H.;
oesinghopmayin ma maHinynayii 'y yugposomy cepedosuuyi  —
nomupeHHs GaablIMBUX JaHUX B IMEHI 3aKjIay, CTBOPEHHS ITiIPOOICHUX
CTOPIHOK a00 JIMCTYBaHHS, MaHIMyAIIl pe3yJbTaTaMu aKaJaeMIvyHO1
JIsTIBHOCT1. MeTa — mifipBaTu I0BIpY A0 1HCTUTYINT a00 BUKIMKATH MaHIKY
cepes CTYJICHTIB 1 BUKJIaaadiB (Tadm. 1.).
Tabnuys 1.

Tumnogi kidep3arpo3u 1Jig HAYKOBUX TA OCBITHIX YCTAHOB:
HACJIAKHM i 32c00M POTHAIL

Kibep3arpoza

Tunosi Hacainkn

3acoOm nporuaii

Kpanixka naHux

Butik nepconaibHOi a60
HayKoBoi iH(opMmariii,
MOPYIICHHS
KOH(DiIeHIITHOCTI

udpyBanHs naHMX,
OaraTodaxkTopHa
aBTeHTU(]IKaILIisl, KOHTPOJIb
JOCTYIY, )KYPHATIOBAHHS
MOA1i

BJIACHOCTI, BUTIK CTpaTeriYHoOl
iH(popMmarrii

HecankumionoBanuii | Kpanixka abo migmina YnpaBiaiHHS JOCTYIIOM,
JTOCTYI HAYKOBHUX JaHUX MOHITOPHUHT JIOT'iB
Kibepmmnuryncrso Btpara inTenexTyanbHoOi MepexeBa cerMeHTarlis,

aHaJI3 ITOBENIHKU
kopuctyBadiB (UEBA),
cucTeMa BHUSBIICHHS
Bropraess (IDS / IPS)

3puB AOCTIHKEHB
(sabotage)

Brpara pe3ynbraris,
NepepuBaHHs EKCIIEPUMEHTIB,
HEMOJKJIMBICTD BIJTHOBIJIEHHS
apxiBiB

Perynsipue pezepBHe
KOIIIIOBaHHS, KOHTPOJIb
BepCiil, BUKOPUCTaHHS
130JIbOBaHUX CEPEJIOBHII]

DDoS-araku Ha
OCBITHI MJIATPOPMHU

brokyBaHHs nocTyny 110
JTUCTAHIIIMHOTO HABYaHHS,
3pUB ICTIUTIB, 3HIKEHHSI
JOBIpU, BUBEJICHHS CAWTIB 3
nany

Buxopuctanus CDN,
CUCTEM BHSBJICHHS
aHOMaJIii, TOTOBIp 3
IIPOBANJCPOM Ha
¢iabTpario Tpagiky.
3axucT Ha piBHI XOCTUHTY,
WAF

ATaky Ha OCBITHI

[TopyiieHHs HaBYaIBHOTO

Pe3epBHe komitoBaHHS,

3anuciB. OTpUMaHHA
HECaHKI[I0HOBAHOT'O JIOCTYITY,
BUKpaJICHHS TaHUX
KOPHCTYBaviB

matGopmu MIPOLIECY, BTPATH OIIHOK mHU(ppyBaHHS, OHOBJICHHS
CMS
OimuHT KommpowmeTartist 0651iKOBUX HaBuanus nepconaiy,

BITPOBAKEHHS
aHTU(PIMIUHTOBUX QLIBTPIB,
aBTeHTH(}IKallisg 32 TBOMA
dakropamu (2FA)
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Jle3indopmariitai [Tanika, perryTartiiini BTpatd, | MOHITOPHHT COIllaJIbHUX

KaMIaHii Maninymnii y 3MI un Mepex, odiliiiHi KaHau
CoIMepeKax KOMYHIKariii, inpopmariiina

MOJIITUKA

Komnpowmerariis e- BuTtik BHYTpiIHBO] SPF, DKIM, DMARC,

mail iHdopmMartii, neziadopmarrist udpoBi mianucu

[TyOGmikamis [Tinpus noBipw, Konrenr-moaeparis,

(elikoBoi necrtabimizaris iHponpocTopy | iHGOpMaIliiiHa MOJIITUKA

iHpopmarii

€Bponeichkuil 10CBil Kibep3aXHUCTy B OCBITHbO-HAyKOBIH cdepi
nepeadayae KOMIUIEKCHUN MIAXI 0 KiOep3aXHCTy, 10 MOEAHYE BUCOKHIMA
pIBEHb TEXHIYHOI O€3IeKH, THYYKICTh JOCTYITYy Ta OCBITHIO CKJIQJIOBY IS
3100yBayB OCBITH Ta CIIBpOOITHHUKIB.

VY nokymenti «A Europe Fit for the Digital Age — Commission
proposes new cybersecurity and digital resilience measures» (2025)
€BpOKOMICISI HAroJiolrye Ha moTpedi MocuiieHHsS IudpoBoi Oe3neku Ta
CTIAKOCTI 710 KibepaTak B MeKax 1HII[IaTUBU «ECBpoma, TOToBa 10 HU(POBOTO
MaiOyTHHOT0». OCHOBHI aKLIEHTH 3pO0JICH]I Ha:

MPOMO3HIIT I[I0A0 MNOCUJIeHHs Mepexi LEHTPIB OIepaTUBHOTO
pearyBanHs Ha kiOepinmuaeHTu 3a ydyacTio CSIRTs (Computer Security
Incident Response Teams) y nepskaBax-uienax €C;

cTtBopeHHi LleHTpy 3 KiOep3axucTy Ta KPHU30BOTO pearyBaHHS s
HIBUJIKOT KOOPMHALIIT MK KpaiHaMH B pa3l MacIITaOHUX KidepaTak;

posmmpenni nii Jupextusu NIS (Network and Information Security)
(2016; 2022), sika BKJIFOYAa€ HOB1 OOOB’SI3KHU 3 K10epOe3neku i O1IbIIOTro
KOJIa CEKTOPIB, 30KpeMa OCBITH, HAYKH, CHEPTE€THKH, OXOPOHH 37I0POB’S;

3a0e3nedeHHl KiOepCTIKOCTI IU@POBUX MPOAYKTIB 1 XMapHHX
pILIEHB;

BIIPOBA/KEHHI MEXaHI3MIB MEpEeBIpKH Ta cepTudikamii muppoBUX
MOCHYT 1 TEXHOJIOTIH.

Taki iHIIIaTUBH MarOTh O€3MOCEepeAHbO BIUIMBAIOTh Ha K1OEP3aXUCT
HAayKOBHUX YCTAHOB Ta OCBITHIX 3aKJa/iB, OCKUIbKHU:

BOHM BCE YACTIIIE CTAalOTh MIIIEHHIO JJIsi Kibeparak, 0COOJIMBO B
rayry3six JIOCJI1I>KE€Hb, OB’ A3aHUX 3 000POHOI0, 010 TEXHOIOT1SIMHU, IITYYHUM
IHTEJIEKTOM Ta 1H.;

posmpenHs aii Jlupextusu NIS nependavae, o 3aKaagaM OCBITH Ta
JOCIIITHUIIBKUM 1HCTHUTYIIISIM, B TEPCIEKTHBI, HEOOX1THO BIPOBAKYBATH
CTaHJApTHU30BaHl TMPAKTUKU KibepOe3nekun (pU3MK-MEHEIKMEHT, ay.IuT,
3BITHICTb, IHIIUACHT-pearyBanHs) (2016; 2022);

koopauHaitist yepe3 CSIRTs nae 3mory oTpuMyBaTu nonepeKeHHs,
JTUIUTHCS 1H(GOPMAIIIEIO Ta MIBUIIE pearyBaTy Ha 3arpo3u;
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ceptudikaiiss 1UGPOBUX CEPBICIB, M0 BUKOPUCTOBYIOTHCS IS
30epiraHHs 4u OOpPOOKHM MOCHTITHHUIBKUX JaHWX (HAMPUKIAA, XMapHHUX
m1aTdopM), 3MIIHIOE TOBIPY 0 3aXUIICHOCTI TAKMX CEPEIOBHIIL,

y4acTh y 3arajJbHO€BPOIEHCHKIN eKOCHCTEMI KIOep3aXUCTy BIAKPUBAE
JocTyn 10 piHAHCYBaHHS, IHCTPYMEHTIB 1 CTPATETiYHOTO TApPTHEPCTBA.

[lincymoByroun iXHI peKOMEHAAIll MOXKEMO pe3lOMyBaTH, IO
Ki0ep3axucCT y HAyKOBO-OCBITHbOMY CEpPEOBHIII IIOBUHEH MOEAHYBATH:

BUCOKHUH pIBEHb OpraHizallii TeXHIYHOI 0e3neKH (MepeKeBUM 3aXHUCT,
mudpyBaHHs, 1BOGAKTOpHA aBTeHTU]IKAIIIs);

THYYKICTh JIOCTYNHy JUIi KOPHUCTyBauiB (HAyKOBIIIB, CTYJCHTIB,
BUKJIAJaviB);

BIJIKPUTICTh JIO0 30BHINIHIX HAyKOBHUX CIIIBIIpallb, 110 mepeadadae
peTenbHE YNpaBIIHHA MpaBaMH JOCTYyNY Ta TMOCTIMHUNA MOHITOPHUHT
AKTUBHOCTI.

AKTHBHE pPO3pOOJICHHS pEeKOMEHAallil 3 HU@poBOi Oe3neku He
3YNUHSETHCS Ta PO3BUBAETHCS. BakKTMBUM KOMIOHEHTOM BIPOBAKECHHS
3axX0/iB 3 Ki10epOe3neKkH € HAaBYAHHS CTYJICHTIB, BUKJIAJadiB, HAYKOBUX
IpaliBHUKIB Ta NEPCOHANy MpaBWaM KiOEpririeHu, €TUYHUM acleKTaM
Oe3rneky B Mepexi Ta MPOBEACHHS Ha MPAKTUIl HABYAIBHUX CUMYJISIINA
kibepatak (Red Team / Blue Team) (2016; 2022). 3 orisay Ha 1o,
JOLUJIBHUM BBQ)KA€EMO BBEJCHHS B OCBITHIO CKJIAJOBY MiJATOTOBKU
3100yBayiB OCBITH JUCIUILUIIH 3 OCHOB KiOepOe3MeKH.
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